INFORMATION SECURITY POLICY STATEMENT

1. Purpose:
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The organisation commits to continual improvement of the information security system as it
evolves.

The integrity of this information is maintained

The confidentiality of information is preserved.

The organisation ensures compliance with all legislation, regulations, and codes of

practice, and all other requirements applicable to its activities.

Appropriate business continuity arrangements are in place to counteract interruptions to
business activities and these take account of information security.

Appropriate information security education, awareness and training is available to staff and
relevant others working on the Organisation’s behalf.

Breaches of information security or security incidents, actual or suspected, are reported, and
investigated through appropriate processes.
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